IT210 423 s

Ch 15

Wireless LANs

Wireless LANs can be found on college campuses, in office buildings, and in many public areas.

Wired and wireless (i (88l Ao <) Lia

Figure 15.1: Isolated LANs: wired versus wireless
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Figure 15.2: Connection of a wired LAN and a wireless LAN to other
networks
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Infrastructure network i Access Point i3y wireless sis 13

Connect between LAN and outside through router, often wired communication

Access Control 1 daga

The CSMA/ CD algorithm does not work in wireless LANs for three reasons :

e Wireless hosts do not have enough power to send and receive at the same time.
o The hidden station problem prevents collision detection
e 3.The distance between stations can be great

CIULA (A (Saa

Extended service set (ESS) connecting by Distribution system ‘

What are MAC sublayers in IEEE.802.11 standard?

1- Point coordination function (PCF)
2- Distributed coordination function (DCF)

Frame format (IP address -l ki aga)

. Table 15.3: Addresses

From Address Address Address Address
DS / 2 3 4
0 Destination Source BSS ID N/A

Destination Sending AP Source N/A
Receiving AP Source Destination N/A
Receiving AP Sending AP Destination Source

L gagdi g (g AN Joaad) aa aga 133 g B0
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Figure I15.11: Addressing mechanisms
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Figure 15.13: Physical layer of IEEE 802.11 FHSS
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Figure 15.14: Physical layer of IEEE 802.11 DSSS
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Figure 15.15: Physical layer of IEEE 802.11 infrared
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Figure 15.16: Physical layer of IEEE 802.11b
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BLUETOOTH

A Bluetooth LAN is an ad hoc network. The devices, sometimes called gadgets, find each other and
make a network called a piconet.

connect devices of different functions when they are at a short distance from each other

Bluetooth defines two types of networks: piconet and scatternet.

Piconet

Scatternet

Primary and the other device secondary

Tow piconet and one from the secondary be
primary for another piconet.

MALAK SALEH

Adhally Lgada 65 Ay 48

www.seul.org




What are several architecture of Bluetooth? age sl sl Lial ela s avy 5l sland Ol o (Sae

Figure 15.19: Bluetooth layers
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What are the three kinds of connecting devices and the difference between them?

Figure 17.1: Three categories of connecting devices

Application Application
Transport Transport
Network Router Network

Data-link Data-link

Physical

Physical

Jdsssisuls g5 IS el gl aga

What are the Loop problem in a learning switch?

dlagéx.ﬂi

Tow switching connected in to tow LAN - Packet doubleted (Sl i A i z)))
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Figure 17.5: Loop problem in a learning switch (Part a)

a. Station A sends a frame to station D

Addr] Port

Routers

Addr

Port

From the Advantages the router to the rest of internet

VIRTUAL LAN

Figure 17.11: A switch using VLAN software

Switch with
VLAN software
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What are the Membership link VIRTUAL LAN?

VLAN |

VLAN 2

VLAN3

LAN il 3 e gaie 555, LUa
40 GISA) ASh (e Host &Ll
Sl 585

port numbers, MAC addresses, IP addresses, IP multicast addresses, or a combination of

How are the stations grouped into different VLANs?

Stations are configured in one of three ways: manually, semi-automatically, and automatically.
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What are the Fourth Generation?

iy ) a g

Ch18

NETWORK-LAYER SERVICES

Packetizing
Routing

Forwarding

Figure 18.2: Forwarding process

Forwarding
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Forwarding | Outpul
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Send the packet
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Forwarding table
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What the different between connectionless and connection oriented?

connectionless

connection oriented

out of Juayiy Adlida iy (pa Jau i g Sl Lgeandd

order

oSl Jeapila g Sl o Jou s g L) anii

AL 4
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Figure 18.7: Sending request packet in a virtual-circuit network
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connection oriented

The performance of a network can be measured in terms of delay, throughput, and packet loss.
Congestion control is an issue that can improve the performance.

a packet, from its
source to its
destination,
encounters delays
The delays in a
network can be
divided into four
types: transmission
delay, propagation
delay, processing
delay, and queuing
delay.

number of bits
passing through the
point in a second,
which is actually the
transmission rate of
data at that point. In
a path from source to
destination, a packet
may pass through
several links
(networks), each with
a different
transmission rate

is the number of
packets lost during
transmission

Congestion
controlis a
mechanism for
improving
performance.
Congestion at the
network layer is
related to two
issues,
throughput and
delay
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Figure 18.10: Throughput in a path with three links in a series
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b. Simulation usmg pipes

What are the method for alleviating congestion?

1- Backpressure
2- Choke packet

IPv4d ADDRESSES

three fixed-length prefixes were designed
instead of one (n =8, n =16, and n = 24). The
whole address space was divided into five
classes (class A, B, C, D, and E),

In classless addressing, the whole address
space is divided into variable length blocks
that belong to no classes, a block of 1, 2, 4,
128 addresses, a block needs to be power of
2,

What is used DHCP ( Dynamic Host Configuration Protocol)?

DHCP is an application-layer program, using the client-server paradigm, that actually helps TCP/IP at

the network layer

What is the Network Address Translation (NAT)?

Network Address Translation (NAT). The technology allows a site to use a set of private
addresses for internal communication and a set of global Internet addresses (at least one) for
communication with the rest of the world - mapping between private and universal
addresses, and support virtual private networks-. Through the use of NAT-capable router that

runs NAT software
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What the different between IPv4 and ICMPv4?

IPv4 ICMPv4
IPv4, is responsible for packetizing, forwarding, | The ICMPv4 helps IPv4 to handle some errors
and delivery of a packet. that may occur in delivery.
The IGMP is used to help IPv4 in multicasting.

SMTP || FTP ||TELNET|| DNS | |SNMP| ... DHCPl
| SCTP | | TCP | | UDP l
IP Ui g s JS& o 20 7100 g Bppall g2
R :
\_ Underlying LAN or WAN J
technology ]
Ch 20

UNICAST ROUTING PROTOCOLS

UNICAST ROUTING from hub to hub communication or from host to host communication.
we discuss three common protocols used in the Internet:

Routing Information Protocol (RIP)

Open Shortest Path First (OSPF)

Border Gateway Protocol (BGP)

(JoS 59 3 sl 3 AN adi s g8 o) o daing JS g9 IS 9 (pamually Jah oy 5 6810 3 S8 L ad L) e gl Uia
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Port Number identify the process
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Figure 23.6: Socket address

IP address Port number
200.23.56.8 69
200.23.56.8 69 I
Socket address
Figure 23.9: Pushing or pulling
* Flow control I
Producer 0 » | Consumer
Delivery "
a. Pushing
I o
v Request
Producer Q
Delivery
b. Pulling

Simple Protocol Jue¥) 4% b flax aga

a simple connectionless protocol

immediately handle

%-| Consumer

Stop-and-Wait Protocola:aical) J ¢S 59 ) g Lga ggia aga

connection-oriented protocol

Go-Back-N Protocol (GBN)

multiple packets must be in transition while the sender is waiting for acknowledgment.
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Ch 26
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| Chapter 26: Outline

26.1 WORLD-WIDE WEB AND HTTP

26.2 FTP

26.3 ELECTRONIC MAIL
26.4 TELNET

26.5 SECURE SHELL (SSH)

26.6 DOMAIN NAME SYSTEM (DNS)
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